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MP investigations are transmitted by 
the most expeditious means. Use of 
NCIC will be in accordance with AR 
190–27. 

§ 637.15 Polygraph activities. 
MPI and DAC detectives/investiga-

tors will utilize the polygraph to the 
full extent authorized. Requests for 
polygraph examination assistance will 
be forwarded to the supporting 
USACIDC element in accordance with 
provisions of AR 195–6. The investiga-
tive or intelligence element requesting 
approval to conduct a polygraph exam-
ination will submit a completed DA 
Form 2805 (Polygraph Examination Au-
thorization) to the authorizing official. 
A request may also be sent via an elec-
tronic message or electronic mail or 
media provided all elements of the DA 
Form 2805 are included in the request. 
Approvals will be obtained prior to the 
conduct of an examination. Telephonic 
requests, followed with written re-
quests, may be used in emergencies. 
The requesting official will include the 
following data on every polygraph ex-
amination request for criminal inves-
tigations: 

(a) The offense, which formed the 
basis of the investigation, is punishable 
under Federal law or the UCMJ by 
death or confinement for a term of 1 
year or more. Even though such an of-
fense may be disposed of with a lesser 
penalty, the person may be given a 
polygraph examination to eliminate 
suspicion. 

(b) The person to be examined has 
been interviewed and there is reason-
able cause to believe that the person 
has knowledge of, or was involved in, 
the matter under investigation. 

(c) Consistent with the cir-
cumstances, data to be obtained by 
polygraph examination are needed for 
further conduct of the investigation. 

(d) Investigation by other means has 
been as thorough as circumstances per-
mit. 

(e) Examinee has been interviewed on 
all relevant subjects requested for test-
ing and the polygraph examination is 
essential and timely. 

§ 637.16 Evidence. 
Military police are authorized to re-

ceive, process, safeguard and dispose of 

evidence, to include non-narcotic con-
trolled substances, in accordance with 
AR 195–5. If no suitable facility is 
available for the establishment of a 
military police evidence depository or 
other operational circumstances so dic-
tate, the evidence custodian of the ap-
propriate USACIDC element may be re-
quested to receipt for and assume re-
sponsibility for military police evi-
dence. Personnel selected as military 
police evidence custodians need not be 
trained as MPI and should not be 
issued MPI credentials, unless they are 
also employed as operational MPI. Fur-
ther information concerning evidence 
collection and examination procedures 
can be found in Field Manual (FM) 3– 
19.13, Law Enforcement Investigations. 

§ 637.17 Police Intelligence. 
(a) The purpose of gathering police 

intelligence is to identify individuals 
or groups of individuals in an effort to 
anticipate, prevent, or monitor pos-
sible criminal activity. If police intel-
ligence is developed to the point where 
it factually establishes a criminal of-
fense, an investigation by the military 
police, (USACIDC) or other investiga-
tive agency will be initiated. 

(b) Police intelligence will be ac-
tively exchanged between Department 
of Defense (DOD) law enforcement 
agencies, military police, USACIDC, 
local, state, federal, and international 
law enforcement agencies. One tool 
under development by DOD for sharing 
police intelligence is the Joint Protec-
tion Enterprise Network (JPEN). JPEN 
provides users with the ability to post, 
retrieve, filter, and analyze real-world 
events. There are seven reporting cri-
teria for JPEN: 

(1) Non-specific threats; 
(2) Surveillance; 
(3) Elicitation; 
(4) Tests of Security; 
(5) Repetitive Activities; 
(6) Bomb Threats/Incidents; and 
(7) Suspicious Activities/Incidents. 
(c) If a written extract from local po-

lice intelligence files is provided to an 
authorized investigative agency, the 
following will be included on the trans-
mittal documents: ‘‘This document is 
provided for information and use. Cop-
ies of this document, enclosures there-
to, and information therefrom, will not 
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